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Administration

If you want to limit access to certain functions, you have to create authorisation groups. You should also create
user accounts and assign the users to the authorisation groups.

In the project tree under Global Control, select the sub-section Administration to edit the user rights.

Authorisation groups

In the Authorisation tab you can see a list, which shows a maximum of 8 possible authorisation groups that
are marked by a serial number Nr. Authorisation groups can neither be added nor deleted. You can type a
name for each group in the Label box below the list.

Authorisation; setting up Authorisation Groups.
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User Accounts

Click on the User Accounts tab to create user accounts and assign them to authorisation groups. With the Add
button in the User List area you can create up to 20 users. Click Remove User to delete a selected user from
the list.

In the Edit User area, you can change several user settings. Enter a name for a user in the User Name box.
Select the Display User Name check box to show the name of the logged in user in all OLED displays of the
control modules.

For each user, you can add a four-digit PIN code in the Personal PIN box. By entering the PIN code, the user
has access to functions that are enabled for his user group.

You can log-out the users automatically after a defined duration. After this duration the user has to log in again.
Choose this duration from the Autolock drop-down menu. You can select 2, 5, 10, 15, 20 or 30 minutes
or select (Off) to disable this feature.

User Accounts, managing users.

In the Member of Groups area, you can see all configured authorisation groups. Select the check boxes in front
of the group names to assign the currently selected user to one or more authorisation groups.



Administration
Support

PDF Generated: 2020/08/05 Page 3/3
Specifications and design are subject to change without notice. The content of this document is for information only. The information presented in this document
does not form part of any quotation or contract, is believed to be accurate and reliable and may be changed without notice. No liability will be accepted by the
publisher for any consequence of its use. Publication thereof does neither convey nor imply any license under patent rights or other industrial or intellectual
property rights.

For detailed authorisation settings for each user group see Authorisation
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